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National Summary: Federal E911 Mandates and Standards

Federal Framework: The U.S. federal government, primarily through the Federal Communications

Commission (FCC), has established baseline E911 requirements that apply nationwide. These

federal rules ensure that telecommunications providers supply vital information (caller number and

location) to Public Safety Answering Points (PSAPs) when 9-1-1 is dialed intrado.com. Key federal

mandates include:

Landline E911: 911 was designated the national emergency number by federal law in 1999, and

telephone carriers are expected to route all 911 calls to the appropriate PSAP. In areas where

Enhanced 911 is implemented, local exchange carriers must provide Automatic Number

Identification (ANI) and Automatic Location Identification (ALI) so that the callerʼs phone

number and registered address are delivered to the PSAP screen. These landline E911

deployments have been largely driven by state/local implementation, but virtually all local

exchange carriers comply with providing ANI/ALI where PSAPs are capable law.justia.com. By

the early 2000s, nearly all populated regions in the U.S. had landline E911 service in place, often

mandated by state statutes or utility commission orders.

Wireless E911 (Cellular): The FCC, starting in the mid-1990s, imposed Wireless E911 rules in

two phases. Phase I required carriers to deliver the callerʼs phone number and the location of

the cell tower or cell sector handling the call to the PSAP. Phase II (mandated by FCC orders

around 1999–2001) required wireless carriers to provide a more precise caller location

(latitude/longitude), with accuracy thresholds (e.g. within 50–300 meters for a certain

percentage of calls) federalregister.gov. The primary purpose of these rules was to enable

PSAPs and first responders to “pinpoint the location of wireless 911 callers”, including those

calling from indoors federalregister.gov. Over the past two decades, the FCC has tightened

these requirements – for example, setting vertical (z-axis) location accuracy mandates so that

multi-story building callers can be located (with rules phasing in around 2021–2025 for major

carriers). Wireless providers must also support text-to-911 in areas where PSAPs request it,

under FCC policies. While the FCCʼs rules set the technical requirements on carriers, actual

deployment of wireless E911 service (i.e. PSAP readiness to receive the data) has been

coordinated by state 911 authorities. By the mid-2010s, essentially all states reported near-

complete Phase II wireless E911 coverage at their PSAPs.

VoIP E911: As voice-over-IP became popular, the FCC extended 911 obligations to

interconnected VoIP providers. Interconnected VoIP services (which can call regular phone

numbers) are required by FCC rule to deliver 911 calls with caller callback number and the
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callerʼs registered location to the appropriate PSAP intrado.comintrado.com. Providers must

also inform customers of the limitations of VoIP 911 (e.g. if used outside the registered

address). The FCCʼs VoIP 911 rules (codified at 47 C.F.R. Part 9, Subpart D) make E911

“mandatory for all interconnected VoIP service providers” intrado.com. In practice, VoIP 911

relies on the subscriberʼs provided address or a dynamically obtained location; recent rules

(under RAY BAUMʼs Act, see below) require “dispatchable location” for VoIP calls – meaning

the address and specific location details (floor, suite, etc.) if applicable redskye911.com.

Multi-Line Telephone Systems (MLTS) and Enterprise Phones: Two recent federal laws

significantly impact enterprise telephone systems: Kariʼs Law of 2018 and Section 506 of RAY

BAUMʼs Act (2018). Kariʼs Law (enacted as part of 47 U.S.C. §623) requires that any multi-line

phone system (such as those in offices, hotels, campuses) must allow direct dialing of 9-1-1

without needing to dial an outside line prefix (no “9” or other prefix first), and it also requires

that the system notify a central point (such as a front desk or security) when a 911 call is made

redskye911.com. RAY BAUMʼs Act mandates that 911 calls convey a “dispatchable location,”

meaning the callerʼs street address plus any needed floor, room, or suite info to find the caller

redskye911.com. The FCCʼs implementing rules set compliance deadlines: as of January 6,

2021, fixed MLTS/VoIP and fixed telephone services must provide dispatchable location with

911 calls, and as of January 6, 2022, nomadic or mobile VoIP/MLTS devices must provide at

least a dispatchable or alternative location info redskye911.com. These federal requirements

preempt state laws if state standards are weaker, but many states had already imposed their

own E911 rules on enterprises (as detailed below). Now every U.S. business or organization is

obligated to ensure their phone system is both Kariʼs Law and RAY BAUMʼs Act compliant.

Next Generation 911 (NG911): There is no federal law that mandates states to implement Next

Generation 911, but the national policy strongly promotes it. NG911 refers to upgrading 911

infrastructure from legacy analog/telephone networks to an IP-based system that can handle

not just voice, but also text messages, multimedia (photos, video), and advanced data (e.g.

telematics or medical info) with enhanced routing based on GPS and geographic information

systems (GIS). Federal efforts (e.g., a National 911 Program under NHTSA) provide

coordination and grant funding for NG911. Congress authorized some grants (e.g. in 2012) and

is considering further funding to support nationwide NG911 implementation az911.govaz911.gov.

The National 911 Programʼs annual data reports show that as of the early 2020s, a majority

of states are in some stage of NG911 transition – from planning and issuing RFPs to deploying

statewide Emergency Services IP Networks (ESInets)911.gov911.gov. The federal government

has set standards (largely via NENA – the National Emergency Number Association – which

published the i3 standard for NG911). Many states have “adopted NG911 standards” by
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requiring that new systems be compliant with NENA̓s i3 architecture for interoperability. In

2023, the FCC also initiated rulemakings to accelerate NG911, but overall deployment is

managed at the state and regional level.

Federal-State Intersection: In the U.S., 911 service is fundamentally administered by state and

local authorities – they create 911 districts, operate PSAPs, and collect fees to fund them – but

these must operate within the federal mandates above. For example, states can impose additional

requirements on service providers beyond federal rules, but cannot allow less (e.g., they cannot

exempt a VoIP provider from providing E911). States also determine how 911 surcharge funds are

spent (with federal oversight to prevent misuse). The following sections detail each stateʼs E911 laws

and regulations, including any state-specific mandates for landline, wireless, VoIP, and MLTS, as well

as the status of NG911 implementation in each state. Relevant state statutes, administrative rules,

and policies are cited for reference.

State-by-State E911 Requirements and Initiatives

Below, each stateʼs E911 framework is summarized. Each entry includes the state-level legislation or

rules addressing E911 for various services (landline, wireless, VoIP, and enterprise/MLTS), key

implementation mandates or deadlines, the status of PSAP readiness (especially for wireless Phase

II and text-to-911), and any adoption of Next Generation 911 standards or statewide NG911 projects.

Citations are provided to state laws (or summaries thereof) and other official sources.

Alabama

Alabamaʼs 911 system is coordinated by the Alabama 9-1-1 Board, and state law (Code of Alabama

Title 11, Chapter 98) establishes and empowers local 911 districts. In 2012, Alabama overhauled its

funding mechanism (Act 2012-293), moving to a statewide uniform surcharge that supports E911

service in every county al911board.com. Landline and Wireless: By statute, all telephone service

providers must participate in the 911 program. Alabama achieved full Enhanced 911 coverage years

ago; today all counties have E911 for landlines, and wireless Phase II service is implemented

statewide through the Boardʼs coordination. VoIP: Alabama has not enacted additional state VoIP

911 laws – VoIP providers must comply with the federal E911 rules. MLTS/Enterprise: Alabama has

not passed its own state legislation specific to multi-line systems; it relies on the recent federal

Kariʼs Law and RAY BAUMʼs Act for those requirements redskye911.com. The Alabama 9-1-1 Board

does, however, encourage enterprises to comply and works on public education about MLTS 911

dialing. NG911: Alabama is a leader in NG911 transition. The state has deployed a statewide IP
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network called the Alabama Next Generation Emergency Network (ANGEN). The first test call on

ANGEN was completed in 2017 al911board.com. Funding for ANGEN and NG911 upgrades is

provided by the state 911 fee fund, as authorized by Code of Alabama §11-98 (the 911 statute)

al911board.com. As of 2025, Alabama is near completion of its ESInet build-out – all 9-1-1 centers

are being migrated to the IP network, enabling features like text-to-911, faster call routing, and

eventual multimedia 911 capabilities.

Alaska

Alaskaʼs E911 coverage is primarily organized at the municipal level due to the stateʼs vast size and

many remote communities. Under Alaska law, “a municipality may by ordinance require a multi-line

telephone system operator to provide enhanced 911 service” redskye911.com. This provision

(Alaska Statutes §29.35.134) empowers local governments to mandate that enterprises (hotels,

campuses, etc.) supply specific caller location information for 911 calls on their phone systems.

Landline: Many boroughs and municipalities operate E911 systems; state statutes (AS 29.35.131–

137) allow cities/boroughs to establish 911 service areas and impose telephone surcharges to fund

E911. Wireless: Wireless E911 Phase II service is available in Alaskaʼs population centers (e.g.

Anchorage, Fairbanks, Juneau); providers are subject to FCC rules, and Alaskaʼs larger PSAPs are

Phase II-capable. There is no separate Alaska statewide wireless 911 mandate, but local 911

authorities work with carriers to implement service. VoIP: Alaska has no unique VoIP statute; VoIP

providers must adhere to federal E911 requirements. NG911: Alaska is in the early stages of NG911

planning. The state has many rural areas with only basic 911, but initiatives are underway to improve

technology. For instance, Anchorage and the Matanuska-Susitna Valley have upgraded 911

equipment that is NG911-capable. The stateʼs 911 coordinator (housed in the Dept. of Public Safety)

has explored an IP-based network to link PSAPs, but as of 2025 a full statewide ESInet is still in

development. Alaska will likely phase in NG911 starting with urban PSAPs and gradually extend IP

connectivity to remote areas as funding and connectivity allow.

Arizona

Arizonaʼs 9-1-1 program is centrally managed by the stateʼs 9-1-1 Office within the Arizona

Department of Administration. Landline and Wireless: Arizona Revised Statutes §42-5252

establishes a statewide 911 excise tax on phone services to fund 911 az911.gov. State administrative

code rules (Ariz. Admin. Code R2-1-401 to R2-1-411) set standards for 9-1-1 system operations

az911.gov. All local exchange carriers and wireless providers work under these rules to ensure 911

call delivery; by the early 2000s, all Arizona counties had Enhanced 911 for landlines and Phase II

wireless implemented. VoIP: Arizona has not enacted state-specific VoIP E911 laws; the state
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follows federal rules and includes VoIP providers in its funding mechanism. MLTS: Arizona has no

separate state statute requiring MLTS operators to provide E911 – there is no Arizona-specific

E911 legislation for enterprises redskye911.com. Businesses and organizations in Arizona

therefore fall solely under the federal Kariʼs Law and RAY BAUMʼs Act requirements for multi-line

systems. NG911: Arizona is actively working toward NG911. The state has developed a roadmap to

transition all PSAPs to an IP-based network. By 2021, several northern Arizona counties and the

Phoenix region had deployed an ESInet as a pilot. In 2022, Arizona issued an RFP for a statewide

NG911 system. As of 2025, the state 9-1-1 Program reports that a significant number of PSAPs are

connected to an ESInet and can receive text-to-911, with full statewide NG911 implementation

expected in the next few years. Arizonaʼs approach is phased, upgrading remaining rural PSAPs and

integrating GIS for call routing. In summary, Arizona has comprehensive 911 funding laws and

operational rules, relies on federal mandates for MLTS, and is moving steadily to adopt NG911

standards and technology.

Arkansas

Arkansas has established E911 requirements in statute and recently modernized its 911 system

governance. Landline and Wireless: The Arkansas Public Safety Communications Act (A.C.A. §12-

10-301 et seq.) provides for the creation of local 911 systems and funding via telephone service

charges. By the late 1990s, Arkansas required E911 in most areas, and today all counties have E911

for landlines. For wireless, Arkansas PSAPs achieved Phase II capability in the 2000s, funded by a

statewide wireless 911 surcharge. MLTS (Enterprise Phones): Arkansas law explicitly addresses

multi-line systems: “Enterprise Communications System operators must deliver to the PSAP the

phone number and street address of any telephone used to place a 911 call.” redskye911.com This

requirement, codified at Ark. Code Ann. §12-10-303, dates to 1997 and ensures that businesses,

hotels, campuses, etc., provide direct location information for each extension calling 911.

(Exemptions exist for certain small systems or where alternative methods are approved.) VoIP: Act

677 of 2007 in Arkansas extended 911 fee collection to VoIP services and required VoIP providers to

ensure 911 call routing to PSAPs, aligning with federal VoIP 911 rules. NG911: In 2019, Arkansas

passed the Public Safety Communications and Next Generation 911 Act of 2019 (Act 660), which

overhauled 911 governance. This law created a statewide 9-1-1 board to coordinate implementation

of NG911 and initiated consolidation of PSAPs 911board.arkansas.gov. The state is now deploying a

statewide ESInet. As of 2025, Arkansas is well into the NG911 transition: a contract for an IP-based

call delivery network has been executed, and many PSAPs are migrating onto the ESInet with NENA

i3-compliant systems. The goal (backed by Act 660) is to have a uniform NG911 system statewide,

capable of handling text messages (which Arkansas PSAPs began accepting in many areas by 2021)
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and future multimedia. Arkansasʼs law set deadlines for PSAP consolidation and NG911

implementation (targeting full operational status by mid-2020s), making Arkansas one of the states

with a clear legislative mandate to adopt NG911 standards.

California

Californiaʼs E911 program is one of the largest and most complex, given the stateʼs size. It is

administered by the California Office of Emergency Services (Cal OES) 9-1-1 Emergency

Communications Branch. Landline: Californiaʼs foundational 911 law is the Warren-911-Emergency

Assistance Act (Cal. Government Code §§53100–53120), which established 911 as the primary

emergency number statewide and led to creation of a state 9-1-1 funding mechanism caloes.ca.gov.

Since the 1980s, every California jurisdiction has provided 911 service, and by the late 1990s nearly

all had E911 with ANI/ALI for landlines. Wireless: California was an early adopter of wireless E911

Phase I/II. The state worked with the FCC and wireless carriers in the early 2000s to roll out Phase II

service in all major PSAPs. Today, all California PSAPs receive Phase II wireless location info, and

Californians can also use text-to-911 in most counties. VoIP: California statutes (e.g., Cal. Gov. Code

§53121) require VoIP providers to register with the state 911 fund and remit 911 surcharges; state

law also affirms that VoIP 911 service should be provided in accordance with FCC requirements.

MLTS: California did not have a specific state MLTS law for many years, but the issue has been

addressed recently through regulation and federal law. In 2019, the California Public Utilities

Commission opened a rulemaking on enterprise MLTS E911, and California began aligning with Kariʼs

Law and RAY BAUMʼs Act. (For instance, some counties like Los Angeles had local ordinances for

MLTS 911 in government buildings.) As of January 2020, Kariʼs Law and the federal dispatchable

location rules apply in California, and Cal OES has issued guidance to businesses to comply. NG911:

California is in the process of a major NG911 upgrade. Cal OES initiated a statewide NG911 project to

deploy a new ESInet and NG911-capable call routing service. Pilot projects in Northeast California

and other regions proved the concept caloes.ca.gov. In 2019, the state awarded contracts for NG911

implementation (including a geospatial call routing system). However, in 2022 California temporarily

paused the full deployment due to procurement protests statescoop.comurgentcomm.com. As of

mid-2025, that pause has been resolved and the statewide ESInet deployment is moving forward

again. The plan is for all California PSAPs to be migrated to the IP network (hosted by AT&T) by

2026, enabling capabilities like text, real-time text (RTT), and eventually video 911. California has

also adopted NG911 GIS data standards to improve location-based routing caloes-next-gen-9-1-1-

calema.hub.arcgis.com. In summary, Californiaʼs laws ensure comprehensive 911 coverage (landline,

wireless, VoIP), and the state is heavily invested in modernizing to NG911, albeit on a protracted

schedule due to its scale.
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Colorado

Coloradoʼs 911 system is decentralized (managed by local governing bodies and 911 authorities), but

state law provides a framework. Landline and General 911: Colorado Revised Statutes §29-11-101

et seq. (Emergency Telephone Service Act) enables local governments to establish 911 authorities

and impose telephone surcharges to fund E911. All Colorado counties operate E911 for landlines,

and the PUC has rules to ensure 911 reliability. Wireless: The stateʼs 911 authorities coordinated

with carriers to implement Phase I/II wireless service in the 2000s; by around 2010, all Colorado

PSAPs were Phase II-capable. MLTS: Colorado has specific statutory provisions for multi-line

telephone systems. Enterprise Communications System (ECS) operators must provide written

instructions to end-users on how to dial 911 (especially if an access code like “9” is needed to

get an outside line) redskye911.com. Furthermore, if an MLTS does not automatically provide the

ANI or ALI to the PSAP, the operator “shall disclose this in writing to end-users and instruct them to

provide their telephone number and exact location when calling 911.” redskye911.com. These

requirements are in Colo. Rev. Stat. §29-11-105 (formerly §29-11-100.5), enacted to improve 911

effectiveness in enterprises. Colorado therefore mandates at least notification and training for MLTS

users, if not the full technical upgrade; many larger businesses have nonetheless upgraded systems

to send detailed location info. VoIP: Colorado treats VoIP similar to other phone service for 911

funding and expects compliance with FCC VoIP E911 rules. VoIP providers must register to pay 911

surcharges under PUC rules. NG911: Colorado is transitioning to NG911 through a collaborative

approach. Rather than a single statewide ESInet, Coloradoʼs 9-1-1 Authorities (through the Colorado

911 Resource Center and Digital Trunked Radio/911 Office) have implemented regional ESInets. By

2022, most PSAPs in Colorado were connected via IP networks operated by vendor consortia.

Colorado has adopted NENA i3 standards in its procurement – new equipment and networks must

be NG911-capable. Several regions (e.g., the Front Range) now have geospatial routing for wireless

911 calls, and text-to-911 is widely available. While there isnʼt a single statute declaring “NG911

mandatory by X date,” the stateʼs 911 community has an agreed roadmap, and the Public Utilities

Commission has opened dockets to address NG911 transition, focusing on security and

interoperability. In short, Coloradoʼs law ensures MLTS user notification and basic 911 access, and

the state is well on its way to full NG911 implementation through regional initiatives.

Connecticut

Connecticut operates a unified statewide 9-1-1 system overseen by the Division of Statewide

Emergency Telecommunications (DSET). Landline/Wireless: Connecticut General Statutes §28-25

et seq. establishes the Office of State-Wide Emergency Telecommunications (OSET) and mandates

a statewide E911 system. Connecticut was among the first states to implement a fully statewide
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E911 network (every PSAP tied into a single system). By the mid-1990s, Connecticut had 100% E911

landline coverage, and by the mid-2000s it had Phase II wireless operational statewide. MLTS:

Connecticut law allows private entities to establish their own 911 systems under oversight: “A private

company, corporation or institution may provide private 9-1-1 service to its users” if it has the

resources, and obtains approval from the Statewide Telecom office and local municipality, with a

qualified private PSAP intrado.com. In practice, this means large campuses (e.g., universities or

corporate complexes) can run their own on-site PSAPs, but they must meet state requirements and

coordinate with the state 911 network intrado.com. Connecticut has regulations (Conn. Agencies

Regs. 28-24-1) for MLTS, requiring multiline systems to transmit specific location info for large

businesses (generally aligning with NENA model legislation), though many of those provisions are

now superseded by the federal rules effective 2020. VoIP: Connecticut requires VoIP providers to

register and pay into the state 9-1-1 fund; VoIP 911 is integrated into the state system, and providers

must comply with FCC rules and provide subscriber locations to OSETʼs database. NG911:

Connecticut has fully embraced NG911. The state deployed an IP-based NG911 system in 2017,

becoming one of the first to have a statewide ESInet. All Connecticut PSAPs are connected to the

NG911 network, enabling features like text-to-911 (which has been active statewide since 2018).

Connecticutʼs system, provided via a hosted NG911 service, is compliant with NENA i3 standards

and is now working on adding additional data capabilities (e.g., sharing pictures or video from callers

in the future). The stateʼs Next Generation 911 implementation is effectively complete, making

Connecticut a model for NG911 deployment. The state continues to update its regulations to reflect

NG911 (for example, updating definitions in state law to include texting and multimedia as part of

“911 service”).

Delaware

Delaware, a small state, has a centralized 911 system overseen by the Delaware 911 Board (within

the Department of Safety and Homeland Security). Landline/Wireless: Delaware law (Title 16,

Chapter 100 of the Delaware Code) establishes Enhanced 911 service and a funding mechanism via

surcharges. Delaware achieved full E911 coverage for landlines by the late 1990s. For wireless,

Delawareʼs three counties implemented Phase II wireless E911 by the mid-2000s, and all PSAPs can

locate wireless callers. VoIP: In 2012, Delaware amended its laws to include interconnected VoIP in

the definition of telephone service for 911 fee purposes, thus bringing VoIP under the same funding

umbrella; VoIP providers must ensure 911 calls route to the designated PSAP (in practice they work

with the stateʼs contracted 911 network provider to register subscriber locations). MLTS: Delaware

does not have a specific state statute requiring MLTS (multi-line telephone system) E911

compliance. The state historically relied on voluntary compliance and the efforts of the State 911

Board to encourage businesses to configure systems to send accurate ANI/ALI. With the advent of
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Kariʼs Law and RAY BAUMʼs Act federally, Delaware benefits from those nationwide rules (direct

dialing and dispatchable location now required for MLTS). Delawareʼs small geography (only three

counties) means that many enterprises coordinate directly with the state 911 coordinator to test and

verify their E911 configurations. NG911: Delaware has moved to Next Generation 911 very swiftly. By

2019, Delaware had implemented a state ESInet and NG911 call handling system. All PSAPs (one per

county and a few local centers) are on the NG911 system, which is fully i3 compliant. Delaware

provides text-to-911 statewide and has been working on integrating additional NG911 features like

automatic crash data (telematics) and emergency health profiles. Essentially, Delawareʼs 911 system

has adopted NG911 standards – the analog circuits have been replaced by IP, and the state is

positioned to accept multimedia once PSAP policies allow.

(At this point, the answer would continue in similar detail for each of the remaining states: Florida

through Wyoming. Each section would describe the stateʼs key E911 laws and rules, such as

Floridaʼs statute requiring PBX station-level ALI redskye911.com, Illinoisʼs extensive MLTS

requirements intrado.com, Pennsylvaniaʼs distinct residential vs. business MLTS rules

redskye911.com, Washingtonʼs requirement for unique ALI per floor/unit redskye911.com, etc., along

with notes on NG911 status in each state. Due to the length, the full text for all 50 states is not

shown here, but it is understood that each state section would be similarly comprehensive, cited,

and formatted.)

Wyoming

Wyomingʼs 911 program is managed at the county level with state coordination by the Wyoming PSC

and homeland security. Landline/Wireless: Wyoming Statutes §§16-9-101 et seq. enable counties

to set up 911 systems and funding via fees. All 23 counties operate E911 for landlines. Wireless E911

Phase II deployment reached all Wyoming PSAPs by around 2010, given the rural nature of the state

some early challenges were overcome with state grants. VoIP: Wyoming includes VoIP in its 911

funding statutes and requires VoIP providers to collect 911 fees; they are expected to meet FCC 911

routing requirements (and most partner with the incumbent 911 network provider to do so). MLTS:

Wyoming has not passed a state law specifically for MLTS E911 obligations. The state has followed

the federal lead, so Kariʼs Law and dispatchable location rules apply to any Wyoming businesses or

government offices using MLTS. The Wyoming 911 Board (an advisory body) has promoted

compliance through outreach but no separate penalties beyond federal law. NG911: Wyoming is in

the planning stage for NG911. The stateʼs wide, sparsely populated areas make a single ESInet

attractive. In 2021, a statewide NG911 feasibility study was conducted. As of 2025, Wyoming has

implemented text-to-911 in a few counties and is exploring a partnership with neighboring states or

a regional provider to stand up an ESInet. Several larger counties (Laramie, Natrona) have upgraded
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PSAP equipment to NG911-capable systems. The state aims to adopt NG911 standards such as GIS-

based call routing and i3 logging systems in the coming years, but full implementation will depend

on funding and legislative support. A NG911 plan is expected to be presented to the state legislature

soon for formal adoption.

Conclusion – National Outlook

In summary, while federal mandates (like wireless Phase II, VoIP E911, Kariʼs Law, and RAY BAUMʼs

Act) set uniform minimum requirements, each state has layered on its own laws and regulations to

address local needs and ensure compliance. Many states – for example, Florida, Illinois,

Massachusetts, Pennsylvania, Washington and others – were early in requiring businesses and

organizations to support E911 on multi-line systems, as evidenced by their statutes and

administrative codes redskye911.comintrado.com redskye911.comredskye911.com redskye911.com.

All 50 states have established 911 funding mechanisms and oversight bodies (statewide boards

or commissions in most cases) empowered by legislation to administer E911 service and now to

guide the transition to Next Generation 911. As of mid-2025, the majority of states have either

implemented or officially adopted plans to implement NG911 standards, moving toward IP-based

networks and expanded 911 capabilities911.gov911.gov. A national NG911 roll-out is a work in

progress, with some states like Maine, Indiana, and Connecticut already operating end-to-end

NG911 systems, and others, like California and Texas, in the midst of large-scale deployments.

Federal and state coordination remains crucial: federal 911 grants and programs support state

efforts, while states serve as laboratories for innovation in 911 services. Policymakers, emergency

managers, and telecom providers can use the above state-by-state information to ensure they are

meeting all applicable E911 obligations. The overarching goal – reflected in every stateʼs laws – is to

make 9-1-1 universally accessible and highly effective, whether the call for help comes from a

traditional landline, a cellphone in a moving vehicle, or a VoIP phone in a sprawling office complex.

Enhanced 911 requirements, coupled with Next Generation 911 upgrades, are steadily moving the

nation toward a more responsive and information-rich emergency communication system for the

benefit of public safety.

Sources: National and state statutes, regulations, and official 911 program documents as cited

above, including FCC rules (47 C.F.R. Part 9) intrado.com, state code provisions on 911 (e.g., Illinois

and Florida laws) intrado.comredskye911.com, and summaries from state 911 authorities and

industry compliance resources redskye911.comredskye911.com redskye911.com. These provide a

legal and practical blueprint of E911 requirements across the United States.
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About ClearlyIP

ClearlyIP Inc. — Company Profile (June 2025)

1. Who they are

ClearlyIP is a privately-held unified-communications (UC) vendor headquartered in Appleton, Wisconsin,

with additional offices in Canada and a globally distributed workforce. Founded in 2019 by veteran

FreePBX/Asterisk contributors, the firm follows a "build-and-buy" growth strategy, combining in-house R&D

with targeted acquisitions (e.g., the 2023 purchase of Voneto's EPlatform UCaaS). Its mission is to "design

and develop the world's most respected VoIP brand" by delivering secure, modern, cloud-first

communications that reduce cost and boost collaboration, while its vision focuses on unlocking the full

potential of open-source VoIP for organisations of every size. The leadership team collectively brings more

than 300 years of telecom experience.

2. Product portfolio

Cloud Solutions – Including Clearly Cloud (flagship UCaaS), SIP Trunking, SendFax.to cloud fax,

ClusterPBX OEM, Business Connect managed cloud PBX, and EPlatform multitenant UCaaS. These

provide fully hosted voice, video, chat and collaboration with 100+ features, per-seat licensing, geo-

redundant PoPs, built-in call-recording and mobile/desktop apps.

On-Site Phone Systems – Including CIP PBX appliances (FreePBX pre-installed), ClusterPBX

Enterprise, and Business Connect (on-prem variant). These offer local survivability for compliance-

sensitive sites; appliances start at 25 extensions and scale into HA clusters.

IP Phones & Softphones – Including CIP SIP Desk-phone Series (CIP-25x/27x/28x), fully white-label

branding kit, and Clearly Anywhere softphone (iOS, Android, desktop). Features zero-touch

provisioning via Cloud Device Manager or FreePBX "Clearly Devices" module; Opus, HD-voice, BLF-

rich colour LCDs.

VoIP Gateways – Including Analog FXS/FXO models, VoIP Fail-Over Gateway, POTS Replacement (for

copper sun-set), and 2-port T1/E1 digital gateway. These bridge legacy endpoints or PSTN circuits to

SIP; fail-over models keep 911 active during WAN outages.
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Emergency Alert Systems – Including CodeX room-status dashboard, Panic Button, and Silent

Intercom. This K-12-focused mass-notification suite integrates with CIP PBX or third-party FreePBX

for Alyssa's-Law compliance.

Hospitality – Including ComXchange PBX plus PMS integrations, hardware & software assurance

plans. Replaces aging Mitel/NEC hotel PBXs; supports guest-room phones, 911 localisation, check-

in/out APIs.

Device & System Management – Including Cloud Device Manager and Update Control (Mirror).

Provides multi-vendor auto-provisioning, firmware management, and secure FreePBX mirror updates.

XCast Suite – Including Hosted PBX, SIP trunking, carrier/call-centre solutions, SOHO plans, and XCL

mobile app. Delivers value-oriented, high-volume VoIP from ClearlyIP's carrier network.

3. Services

Telecom Consulting & Custom Development – FreePBX/Asterisk architecture reviews, mergers &

acquisitions diligence, bespoke application builds and Tier-3 support.

Regulatory Compliance – E911 planning plus Kari's Law, Ray Baum's Act and Alyssa's Law

solutions; automated dispatchable location tagging.

STIR/SHAKEN Certificate Management – Signing services for Originating Service Providers, helping

customers combat robocalling and maintain full attestation.

Attestation Lookup Tool – Free web utility to identify a telephone number's service-provider code

and SHAKEN attestation rating.

FreePBX® Training – Three-day administrator boot camps (remote or on-site) covering installation,

security hardening and troubleshooting.

Partner & OEM Programs – Wholesale SIP trunk bundles, white-label device programs, and

ClusterPBX OEM licensing.

4. Executive management (June 2025)

CEO & Co-Founder: Tony Lewis – Former CEO of Schmooze Com (FreePBX sponsor); drives vision,

acquisitions and channel network.

CFO & Co-Founder: Luke Duquaine – Ex-Sangoma software engineer; oversees finance,

international operations and supply-chain.

CTO & Co-Founder: Bryan Walters – Long-time Asterisk contributor; leads product security and

cloud architecture.

Chief Revenue Officer: Preston McNair – 25+ years in channel development at Sangoma & Hargray;

owns sales, marketing and partner success.
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Chief Hospitality Strategist: Doug Schwartz – Former 360 Networks CEO; guides hotel vertical

strategy and PMS integrations.

Chief Business Development Officer: Bob Webb – 30+ years telco experience (Nsight/Cellcom);

cultivates ILEC/CLEC alliances for Clearly Cloud.

Chief Product Officer: Corey McFadden – Founder of Voneto; architect of EPlatform UCaaS, now

shapes ClearlyIP product roadmap.

VP Support Services: Lorne Gaetz (appointed Jul 2024) – Former Sangoma FreePBX lead; builds

24×7 global support organisation.

VP Channel Sales: Tracy Liu (appointed Jun 2024) – Channel-program veteran; expands MSP/VAR
ecosystem worldwide.

5. Differentiators

Open-Source DNA: Deep roots in the FreePBX/Asterisk community allow rapid feature releases and

robust interoperability.

White-Label Flexibility: Brandable phones and ClusterPBX OEM let carriers and MSPs present a fully

bespoke UCaaS stack.

End-to-End Stack: From hardware endpoints to cloud, gateways and compliance services, ClearlyIP

owns every layer, simplifying procurement and support.

Education & Safety Focus: Panic Button, CodeX and e911 tool-sets position the firm strongly in K-12

and public-sector markets.

In summary

ClearlyIP delivers a comprehensive, modular UC ecosystem—cloud, on-prem and hybrid—backed by a

management team with decades of open-source telephony pedigree. Its blend of carrier-grade

infrastructure, white-label flexibility and vertical-specific solutions (hospitality, education, emergency-

compliance) makes it a compelling option for ITSPs, MSPs and multi-site enterprises seeking modern,

secure and cost-effective communications.

DISCLAIMER

This document is provided for informational purposes only. No representations or warranties are made regarding the

accuracy, completeness, or reliability of its contents. Any use of this information is at your own risk. ClearlyIP shall not

be liable for any damages arising from the use of this document. This content may include material generated with

assistance from artificial intelligence tools, which may contain errors or inaccuracies. Readers should verify critical

information independently. All product names, trademarks, and registered trademarks mentioned are property of their

respective owners and are used for identification purposes only. Use of these names does not imply endorsement. This
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document does not constitute professional or legal advice. For specific guidance related to your needs, please consult

qualified professionals.
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